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OPNAV NOTICE 5230 
 
From:  Chief of Naval Operations 
To:    All Ships and Stations (less Marine Corps field  
       addressees not having Navy personnel attached) 
 
Subj:  APPOINTMENT OF DESIGNATED APPROVING AUTHORITY (DAA) FOR  
       ALL OPERATIONAL NAVY INFORMATION TECHNOLOGY (IT) SYSTEMS   
       AND NETWORKS 
 
Ref:   (a) SECNAV Washington DC R041622Z MAR03 (ALNAV 021/03) 
       (b) SECNAV memo, Restructuring Department of the Navy 
           (DoN) Management of Information and Information 
           Technology of 4 Mar 03 (NOTAL) 
       (c) OPNAVNOTE 5450 Ser N09B16/2US29100 of 13 Mar 02 
       (d) DoDD 8500.1, Information Assurance (IA) of 24 Oct 02 
       (e) DoDD 8500.2, Information Assurance (IA)  
           Implementation of 6 Feb 03 
       (f) DoD 8510.1-M, DoD Information Technology Security   
           Certification and Accreditation Process (DITSCAP)  
           Application Manual of Jul 00  
       (g) SECNAVINST 5239.3, Department of the Navy Information  
           Assurance (IA) Policy 
       (h) OPNAVINST 5239.1B, Navy Information Assurance Program 
 
1.  Purpose.  Within the authorities and direction of references 
(a) through (c), to appoint Commander, Naval Network Warfare 
Command (COMNAVNETWARCOM) to execute Navy Designated Approving 
Authority (DAA) authorities and responsibilities for all 
operating Navy Information Technology (IT) Systems and Networks 
at all Navy echelons subject to the policies established by 
Department of Navy (DON) Deputy Chief Information Officer (CIO) 
and higher authority effective immediately. 

 
2.  Action.  In executing the DAA for all operating Navy IT 
Systems and Networks, COMNAVNETWARCOM will: 

 
    a.  Adhere to the policy, guidance, direction and procedures 
established in references (d) through (h). 
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    b.  Prepare and publish appropriate instructions and 
procedures relative to this assignment as the DAA for all 
operating Navy IT Systems and Networks. 
 
    c.  Provide a status report to the DON Deputy CIO within 90 
days from the effective date of this appointment.  This report 
will address any problem areas experienced as the operating DAA 
to include manning and resource issues if applicable. 

 
    d.  Provide advisory input to DON Deputy CIO regarding 
security policy and capital planning. 
 
3.  Report.  The reporting requirement contained in paragraph 2c 
is exempt from reports control under SECNAVINST 5214.2B. 
 
4.  Cancellation Contingency.  This notice may be retained upon 
incorporation into a forthcoming instruction. 
 
 
 
                                 WILLIAM J. FALLON 
                                 Admiral, U.S. Navy 
 
Distribution: 
SNDL Parts 1 and 2 


